



Secure Messaging Delivery Policy
Please note that the following is intended as a guide only and should be individualised to meet the needs of your organisation. We do not recommend implementing the policy without first considering whether it meets your needs.

The following material has been developed to assist healthcare organisations participating in the Practice Incentive Program (ePiP) develop their practice policies for Secure Messaging Delivery. 

· Those items marked in yellow indicate where practice- specific information should be inserted.  

POLICY [NUMBER OR SECTION NUMBER]:  Secure Messaging Delivery (SMD)
[Practice name] will enforce this policy in relation to all its employees and any person or Organisation with whom we engage under an agreement/contract.
PURPOSE
To ensure all messages containing clinical information are  transmitted and received via a secure messaging delivery system.
SCOPE OF POLICY

All messages sent and received that contain clinical information

All health practitioners

DEFINITIONS 

Secure Messaging Delivery System – (Your Software)
DESCRIPTION 

All practitioners within the practice actively use secure messaging within the clinical software to send, receive and act upon patient clinical documentation/information. Examples of clinical information are referrals to other practitioners, allied health and specialists.
